Information Security Policy Statement (CU/ISMS/IS POLICY/01)

Chuka University is committed to provision of quality education, training and outreach services through teaching, research, innovation, extension and entrepreneurship for sustainable national and global development.

To achieve this commitment, the University has implemented an information security management system (ISMS) that is aligned to the requirements of ISO/IEC 27001:2013 to ensure Confidentiality, Integrity and Availability of its information assets.

Chuka University is committed to ensuring that:

- Regulatory and legislative requirements related to ISMS are met.
- Business continuity plans are developed, implemented, maintained and tested.
- Information security awareness is provided to all the University interested parties/stakeholders as appropriate.
- Information security risks are mitigated to an acceptable level through a risk management framework.
- Appropriate resources are allocated in order to implement, maintain and continually improve an effective ISMS.
- This policy and related ISMS documents are communicated to all areas of operation in the University for their Implementation.

This information security policy statement and related ISMS documents are continually reviewed when significant changes occur to ensure suitability, adequacy and effectiveness of the ISMS.
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